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Cybercrime ranks as one of the world’s top risks today
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Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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7.83 billion people around the globe are _in'cre_asin.gly connected and digitalised
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Source: Datareportal: Digital 2021: Global Overview Report, January 2021
Remark: Please study fund features, performance, and risk before investing.

Past performance is not an indicative of future performance.
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We are increasingly connected in our lives, and share sensitive information

From Desktop... ...to Mobile... ...to Everywhere!

= Home Office Data = Emails = Autonomous Driving
= ePassport applications = Job Applications = Connected medical devices
* Visa applications = Music, Streaming for e.g. pacemakers or
* Video Conferences = Health Data diabetes treatment
= Tax declaration = Photos, Videos, Social Media /. = Smart Homes
= Online Shopping/Emails = Digital Payments /= Industry 4.0
- = E-learning * Diverse Apps, online games /=~ = __
= E-sports = Family chat i

Source: Allianz Global Investors

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Thousands of data breaches taking place each year

KEY - Number of records exposed
0-50 million records exposed 50-100 million 100 million +

B o’ =] fH o' =]

Year [ Numberof 25.;&23 vear [JNumberof B 200
m) )

2005 157 66.9m 2013 614 91.98m
2006 321 19.1m 2014 783 85.61m
2007 446 127.7m 2015 784 169.07m
2008 656 35.7m 2016 1,106 36.6m

2009 498 222.5m 2017 1,632 197.61m
2010 662 16.2m 2018 1,257 471.23m
20M 419 22.9m 2019 1,473 164.68m
2012 447 17.3m 2020 1,001 155.8m

Source: https://seon.io/resources/global-cybercrime-report/ as of January 2022.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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The internet is most commonly used for illegal activity

The Most Common Forms of Cybercrime

o Phishing and pharming 241,342
e Non-payment/non-delivery 108,869

e Extortion 76,741

1 Personal data breach 45,330

y, & Identity theft 43,330

3 k‘; u Spoofing 28,218

S— Misrepresentation 24,276

Confidence fraud 23,751

PhiShing and Non-Payment/ Extortion Threats and harassment 20,604
Pharmmg Non-Dehvery Email account compromise (BEC/EAC) 19,369
2020 USA victim count: 2020 USA victim count: 2020 USA victim count: Credit card fraud 17,614
Employment 16,879

Tech support 15,421

Real estate crime 13,638

Advance fee 13,020

Source: https://seon.io/resources/global-cybercrime-report/ as of January 2022. These figures come from the US Internet Crime Complaints Center, so they are limited
only to cybercrimes committed in the United States and are skewed by what people actually report in a complaint.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Cyber Security breaches have severe consequences for the companies involved

1. Financial Damage

THe SieiigE bost of a data brash IS Selected data losses greater than 30,000 records

$3.86 million as of 2020 2020 o i o S
o BER dasad o, Fad = Hotels Vs Pokistani LT .
""" mobile
e Microsoft operators
e fodeg = 250,000,000 T5R00000
E Actsy . bt
2. Reputational damage - o e e
The average time to identify a breach in - W 4%?000,000 P R &
2020 was 207 days.! This can lead to o = Coma Jodkn e . T O
losing everything from customers to s X can  275000,000 oam e
investors Games [ L = 162000000 e o
150000000 £
m i e m&’:ﬂw % m,,,._.&'.'.. SKY T Vision
A - Alrways e 100000000 B - "“‘“h Twitter N
3. Regulatory requirements s, ) (i Marriott  \0O% et o % 330000000 "
i 98 , Comem - resume leak o Hotels 100000000 e
= Data protection is a very important s QY oo T — o 5
concern for many citizens and v o Mibermoge
governments. w
= In order to protect data, inadequate Companies seek to avoid reputational damage as well as
data protection is subject to heavy financial losses; which leads to only one solution:

penalties, e.g. within the framework

of GDPR investing in Cyber Security protection

Source: Momentum Cyber; Information is Beautiful: World's Biggest Data Breaches and ldentity Theft Resource Center (ITRC): 2018 Annual Data Breach Year-End
Review. Information as of June 11, 2020 1varonis: 134 Cybersecurity Statistics and Trends for 2021, February 2021

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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The Cloud transition creates a massive secular tailwind for the security industry

Enterprise IT Spend: $1.7 Trillion

2010 2019 2030
I o
— E—

m Cloud Software Legacy H Cloud Software Legacy H Cloud Software Legacy
0 0 0
1% 10 % 90 %
Sources:Corporae Reperts, FactSet, iper Sandier Esimates The trillion dollar (digital) transformation opportunity

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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The Cyber Security market is expected to grow at a rate of 12.6 % p.a. until 2030!

= Investment in innovations grows: the number of leaders
USD 433.6 bn spending more than 20 percent of IT budgets on advanced
technology investments has doubled in the last three years.2

= 69% say that staying ahead of attackers is a constant battle,
and that the cost is unsustainable.2

Top Areas Where Security Leaders Are Increasing Their

Investment?®
63%
. 52% 53%
USD 1199 bn 45% 45% 47% I I
2019 2030 Security Application  Zero Trust Identity & Security  Cloud Security

operations security Access Automation
& incident Management
response

Source: 1Businesswire: Global Cyber Security Market (2020 to 2030) - by Component, Security Type, Deployment, Enterprise, Use Case and Industry -
ResearchAndMarkets.com, November 2020. 2Accenture security, Innovate for Cyber Resilience, Third Annual State of Cyber Resilience, 2020. 3Team8: 2021

Cybersecurity Brief

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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The COVID-19 pandemic is an additional catalyst for Cyber Security risks

THE MOST IMPORTANT GLOBAL Allianz @ %  «The COVID Trio”
BUSINESS RISKS FOR 2021

‘ = 2020: Cyber Risk ranked first in our annual Risk Monitor."
This came after a year in 2019 where e.g. 88% of
organisations worldwide experienced spear phishing

. attempts .2

Business Interruption

Pandemic outbreak

= 2021: Cyber Risk has been overtaken by Business
Interruption and Pandemic Outbreak. However, Cyber Risk

Cyber incidents

2 - still ranks 3rd. We call this constellation “the COVID Trio”,
Changes in egislation and regulation as all three top-ranked topics are closely interlinked
e —— - e.g. Remote work has increased the average cost of a
Fire, explosion data breaGh by $137,0002
Macroect ic devel s . 3 4 .
e e - 84% of representatives from major companies said that
Climate changefincreasing volatility of weather lhey W|” most ||ke|y increase their Cybersecurity

Politcal risks and violence spending due to Covid-19%

Building greater resilience in supply chains
and business models will be critical for
managing future exposures.

made with 23° | reuse

Source: 'Allianz Risk Monitor — Identifying the mayor business risks for 2021; 2,769 managers across 92 countries and 22 sectors are asked about their view on risks
2varonis: 134 Cybersecurity Statistics and Trends for 2021, February 2021. 3 worldwide; HfS Research ; April 2020; 631 respondents; 18 years and older; Representatives
from major enterprises; Online survey

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Content

Cybercrime ranks as one of the world’s top risks today
Allianz Global Investors Fund - Allianz Cyber Security (The master fund)

Krungsri Cyber Security Fund (KFCYBER)

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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High conviction portfolio of 30-60 stocks capturing growth
opportunities across all layers of Cyber Security
N —

Focus mostly on pure play stock; companies which are most
closely related to the Cyber Security area

[

[

Broad industry exposure, all cap approach, providing diversified
access to the Cyber Security growth story

Stock selection is the main driver of return and risk ]

{

Source: Allianz Global Investors

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Experienced, well-connected team

Sebastian Thomas, CFA Launched the Senior team members with
Software & Internet Allianz Cyber over 35 years of industry

Security Strategy & tech sector
James Chen, CFA in 2017 GXperlence

Semiconductors

Walter Price, CFA
Lead Portfolio Manager

4

Huachen Chen, CFA

¥ Portfolio Manager

4

Managing long-only

Stephen Jue techno]ogy

Hardware & Communications . .
portfolios since the

AUM at
5.4 bn. USD*

Mike Seidenberg
Portfolio Manager/
Analyst

mid-1980s
Catherine McCarthy
Danny Su i US Media & Telecom
Assistant Portfolio
Manager/Analyst

Stephen McDonald, CFA

Richard Gorman IT Services

Senior Research Analyst
4@ Johannes Jacobi
Senior Product Specialist
7 4

Source: Allianz Global Investors, as of 31 December 2021. *Figure denoting the assets under management of the strategy.

Wtotetrie

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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A portfolio of our best ideas within the Cyber Security theme

Idea Generation Stock Selection Portfollc_)
Construction

c. 50-75 candidates

= Stocks must meet
rigorous Growth,
Quality and
Valuation criteria

= |dentify key
investment drivers

= Fundamental

> 150 companies

* |dentify leaders
within Cyber Security
Industry

= Sources
—Team research
—Global Research

Platform R -
— Grassroots® esearen.
Research EPS Growth

expectations, FCF
generation, sustainable
competitive advantages,
beneficiaries of major
secular shifts

— Company meetings
—Quantitative screens

30-60 stocks

= Team managed
= Minimum initial
position: 0.25%

= Maximum position:
10%

= \Weightings driven by
team conviction based
on robust research
and risk/reward
analysis

= Portfolio Management:

— Monitor stock level
volatility and actively
manage the portfolio to
optimise risk/reward

Alpha

Potential
— Closely track each

security and act quickly
if necessary

® Independent oversight:

— Risk team monitors and
provides regular risk
reports

Source: Allianz Global Investors, as of 31 December 2021. The number of securities referenced above represents the typical number of stocks researched at each
stage of the investment process. During any given stage of the investment process, the selection criteria may vary from those shown above. The diagrams and

statements above reflect the typical investment process applied to this strategy. At any given time, other criteria may affect the investment process.
Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Investing across all layers of Cyber Security

Perimeter security (e.g. Palo Alto Networks)
Systems like firewalls and browser isolation systems, e.g. threat recognition,
surveillance detection and pattern analysis.

8.20%*

Network security (e.g. FireEye)
o/ % is any activity that protects the usability and integrity of a network and data. It
13.65% includes both hardware and software technologies.

Endpoint security (e.g. CrowdStrike)
" is the practice of securing endpoints or entry points of end-user devices
20-8_2% such as desktops, laptops and mobile devices.

Application security (e.g. Zscaler)
describes security measures at the application level to protect data or code
25.60%™* within the app from being stolen or hijacked.

Data security (e.g. Okta)
o/ xMeans protecting digital data, such as those in a database, frome.g. a
28.39% cyberattack or a data breach.

Source: Allianz Global Investors. * Allianz Cyber Security holdings by category as of 31 December 2021.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Theme Example: End point Security

Are you and/or your children Pokémon Go Fans?

= Then you’ve already had indirect contact with CrowdStrike. CrowdStrike tries to
ensure that no cyber breaches take place while you’re on the street and

hunting monsters. This secures your safety, and the safety of your children.
End point Security is a necessity:

= Vulnerabilities to security breaches increase disproportionately as the internet
becomes the new network, and the cloud becomes the new data centre, with
more remote work and an increasing number of devices connected to the
internet.

» According to Gartner, endpoint security was an $8.3B market in 2019 in terms
of end-user spend, and is forecast to grow at a 14.8% CAGR to $16.5B by 2024.

Stock Example: CrowdStrike

Source: Allianz Global Investors, as of 31 March 2021. This is no recommendation or solicitation to buy or sell any particular security. A security mentioned as example
above will not necessarily be comprised in the portfolio by the time this document is disclosed or at any other subsequent date

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Theme Example: Network and Application Security

Are you working in a company network, and can you do so from anywhere? vo ¥ oy

= Cloud and network security solutions enable you to use your network securely ¢ ¢
—in the office, at home or wherever else you need it.

Cloud and Network Security: built for the future.

= As pandemic-induced digital transformation initiatives continue to accelerate,
and cloud adoption expands, the segment is undergoing exponential change, as
the corporate perimeter has now expanded beyond the internal network into
hybrid infrastructures consisting of on-premise data centres, public/private cloud
instances, and Saa$ applications.

= Gartner’s forecast for the next-generation network and cloud security segment
calls for 42% growth, from roughly $1.9B in 2019 to roughly $11B by 2024.

Stock Example: ZScaler, FireEye

Source: Allianz Global Investors, as of 31 March 2021. This is no recommendation or solicitation to buy or sell any particular security. A security mentioned as example
above will not necessarily be comprised in the portfolio by the time this document is disclosed or at any other subsequent date

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Theme Example: Data Security

How is access to sensitive information controlled as the world becomes
more digital?

= Sophisticated identity access management security solutions enable appropriate

levels of access for users and devices at the right time for the right reasons.
Identity security for the digital age

= With 80% of breaches involving privileged credentials, zero-trust security strategies
are based on the notion that no user or device can be trusted. Access is granted
based on identity and context, to reduce the surface area of attack vulnerabilities

= Gartner estimates that the identity access management market focused on user
access-related security was $9.8 billion in 2019, and should reach ~S$14B in 2024.

This market is comprised of the three areas of access management software, identity  d= 5

governance & administration software, and privileged access management software.

Stock Example: Okta 0 °

Source: Allianz Global Investors, as of 31 March 2021. This is no recommendation or solicitation to buy or sell any particular security. A security mentioned as example
above will not necessarily be comprised in the portfolio by the time this document is disclosed or at any other subsequent date

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Seek to invest in innovative companies across the full market cap spectrum

Portfolio weight by market capitalization

m Allianz Global Cyber Security

MSCI World Information Technology Index

High active share

19.7%

Overlap with MSCI World
Information Technology Index

Mega Ca 30.6%
fa ap 80.3%
>$100B 73.8%
Large Cap
55.1% .
6108, # Top holdings
$100B 25.0
. OKTAINC 7.22
. ZSCALER INC 7.08
Mid Cap 14.3% MICROSOFT CORP 6.86
$1B-$108 1.2%
EPAM SYSTEMS INC 5.66
CROWDSTRIKE HOLDINGS INC - A 465
Small Cap | 0.0% SNOWFLAKE INC-CLASS A 4.25
<$1B 0.0% DATADOG INC - CLASS A 3.78
| ALPHABET INC-CL C 3.72
0% 20% A40% 60% 80% FORTINET INC 3.14
ARISTA NETWORKS INC 2.99
Source: Allianz Global Investors, as of 31 December 2021. Total 49.35

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Sector breakdown

Current sector breakdown (%)

Benchmark® weight

Fund weight (%) (%)
Infermation Technology 9255 99.69
Communication
Services 5.54 0.24
Consumer Discretionary 1.42 0.00
Financials 0.00 0.05
Industrials 0.00 0.01
Real Estate 049 0.00

Industry breakdown (%)

SOFTWARE

IT SERVICES

COMMUNICATIONS EQUIPM.

INTERACTIVE MEDIA & SERVICES

TECHNOLOGY HARDWARE, STORAGE & PERIPHERALS
SEMICOND. & SEMICOND. EQUIPM.

INTERNET & DIRECT MARKETING RETAIL

ELECTR. EQUIPM., INSTR. & COMP.

EQUITY REAL ESTATE INVESTMENT TRUSTS (REITS)
OTHERS

LIQUIDITY

Remark: 1 - MSCI AC World (ACWI) Information Technology Total Return Net (in USD)
Source: Allianz Global Investors, as of 31 December 2021.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Portfolio holdings have delivered consistently strong growth

Historical Average Annualised 3-Year Sales Growth Estimated 3 to 5-year EPS growth (annualised)
m Allianz Cyber Security Reference Portfolio

m Allianz Cyber Security Reference Portfolio
uMSCI ACWI Information Technology Index

u MSCI ACWI Information Technology Index

35.0 - 326 30.0 -
30.0 250 24.7 24.1
25.0
20.0 -
20.0
15.0 15.0 -
10.0 10.0 -
5.0 5.0

Dec-18 Dec-19 Dec-20 Dec-21 Dec-18 Dec-19 Dec-20 Dec-21

Source: Allianz Global Investors, as of 31 December 2021.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Allianz Cyber Security Composite Performance

Composite Performance as of 31/12/2021

80%
o 68.9%

60%

0% a5 46.9%

50 42.3% 5.6%

1o 33.3% 3179

30% 25.2% 27.4%

20% .

’ T 98% 08% 125%
| mmN
0% [ ] —

-10% -5 8%
YTD 2021 2020 2019 2018 2017 (AUG-DEC)

m Allianz Global Cyber Security Composite Gross wISE CYBER SECURITY NTR RETURN INUSD  mMSCI ACWI/INFORMATION TECH TOTAL RETURN (NET) IN USD

Source: Allianz Global Investors, as of 31 December 2021. Data gross of fees. This shows the performance of the master fund, so it is not complied to AIMC’s standard.
The information above is a composite performance under the same strategy. KFCYBER will invest in Allianz Global Investors Fund - Allianz Cyber Security, Class RT (USD)

which is registered in Luxembourg and incepted on 9 February 2021.
Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Allianz Cyber Security Composite Performance

Composite Performance as of 31/12/2021

50.0% - 45.4%
45.0%
40.0%
35.0%
30.0%
25.0%
20.0%
15.0%
10.0%

5.0%

0.0%

YTD 2 Years p.a 3 Years p.a. Since Inception p.a.

m Allianz Cyber Security Composite (Gross) in USD ®ISE Cyber Security Index (Net) in USD ® MSCI ACWI Information Technology (Net) in USD

Source: Allianz Global Investors, as of 31 December 2021. Data gross of fees. This shows the performance of the master fund, so it is not complied to AIMC’s standard.
The information above is a composite performance under the same strategy. KFCYBER will invest in Allianz Global Investors Fund - Allianz Cyber Security, Class RT (USD)
which is registered in Luxembourg and incepted on 9 February 2021.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Content

Cybercrime ranks as one of the world’s top risks today
Allianz Global Investors Fund - Allianz Cyber Security (The master fund)

Krungsri Cyber Security Fund (KFCYBER)

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Krungsri Cyber Security Fund (KFCYBER)

Cyber Security: The backbone of a digital era

The cross-border flows of data are growing rapidly in an
increasingly interconnected world. However, it makes
our digital lives more vulnerable and entails major

security challenges that need to be managed.

A massive secular tailwind for the industry

The necessity has been exacerbated by Technology
evolution, Regulatory complexity, and an increasing in
sophistication of attacks. So, the market is expected to
grow at a substantial level over the next decade.

Invest in Allianz Global Investors Fund - Allianz Cyber Security (The master fund)
An actively managed fund offering a diversified access to across all layer of Cyber Security growth opportunities.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Fund features

m Krungsri Cyber Security Fund-A (KFCYBER-A) Krungsri Cyber Security Fund-A (KFCYBER-1)

Invest in Allianz Global Investors Fund - Allianz Cyber Security, Class RT (USD) (The master fund), on average in an accounting year, of not less than
Investment Policy 80% of fund’s NAV. The master fund invests in the global equity markets with a focus on companies whose business should benefit from or is
currently related to the "cyber security” theme. Cyber security includes everything from computer security and disaster recovery to end user training.

Risk Level Level 6

Fully hedge against foreign exchange rate risk

FX Hedging Policy (Hedge against the exchange rate risk at a particular time for the value of at least 90% of the foreign investment value)

Dealing Date Daily (Please refer to Fund’s Non-Dealing Calendar)

Settlement Date T+4 (4 working days after the execution day excluding relevant Master Fund’s holidays)
Minimum Investment 500 Baht

Dividend policy Both share classes have no dividend payment policy

Suitable for B Investors who can accept fluctuation in price of stock in which the fund invests, which may increase or decrease to below the
value of investment and thus resulting in loss. B Investors who able to make medium to long term investment, expecting better return in a
long term than investment in fixed-income instruments.

Not suitable for: B Investors who need fixed return or principal protection

Target investors

Fee charge to the fund Management fee : Not more than 2.1400% p.a. (Actual Charge: 1.0700%)
(% of NAV p.a.) Trustee fee :  Not more than 0.1070% p.a. (Actual Charge: 0.0321%)
ha Registrar fee :  Not more than 0.1605% p.a. (Actual Charge: 0.1605%)
Front end fee or Switching-in fee: Not more than 2.00% p.a. Front end fee or Switching-in fee: Not more than 2.00% p.a.
Fee charge to investor  (Actual Charge: 1.50%) (Actual Charge: Waived)
(% of NAV per unit) Redemption fee or Switching-out fee : Not more than 2.00% p.a. = Redemption fee or Switching-out fee : Not more than 2.00% p.a.
(Actual Charge: None) (Actual Charge: None)

All above mentioned fees include Value Added Tax or Specific Business Tax or other taxes ® According to the fund’s FX hedging policy, it may incur costs for risk hedging
transaction and the increased costs may reduce overall return.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Promotion

Every 100,000 Baht investment amount in Krungsri Cyber Security Fund-A (KFCYBER-A)
during 7 — 15 February 2022
receive investment units of KFCYBER-A value 100 Baht

Terms & Conditions :

1.

This promotion is applicable to the NET investment amount in Krungsri
Cyber Security Fund-A (KFCYBER-A) during IPO period only. Net investment
amount means purchase or switching in value less redemption or
switching out value. Investment amount in Krungsri Cyber Security Fund-I
(KFCYBER-I1) is not eligible for this promotion.

Investors must hold units until 15 June 2022. The outstanding investment
amount is based on the unit balance of the fund as of 15 February 2022.
However, customers will not be eligible to join this promotion if they
redeem and/or switch out investment units of the fund during 16 February
—15 June 2022 regardless of the amount of redemption.

Transferring investments units to different investor during 16 February
— 15 June 2022, regardless of the amount of the transaction, is not eligible
for this promotion. For transferring investments units from and/or to
omnibus account, the investor must notify the management company and
provide support documentation showing the transferor and transferee
accounts belong to the same investor in order to be eligible for this
promotion.

9.

The Management Company will calculate the total investment amount in
KFCYBER-A based on each investor’s unitholder account number. In case an
investor has more than 1 account, the Management Company will not
consolidate the total investment amount from all accounts for this promotion.
The total amount of investment amount, which is less than 100,000 Baht, will not
be counted for the promotion.
The Management Company will allocate the promotion units of KFCYBER-A to the
eligible investors within 31 July 2022. The units of KFCYBER-A will be calculated at
its NAV price on the allocation date. Front-end fee is waived for the units of
KFGMIL-A received from this promotion.
Subscription and switch-in order through unit-linked life insurance and provident
fund are not eligible for this promotion.
Other terms and conditions may apply for the transaction executed through an
omnibus account. Investor should contact your representative selling agents for
further information.
The Management Company reserves the right to offer other equivalent reward as
appropriate or change terms & conditions of this promotion without prior notice.

10. This promotion expense is charged to the Management Company, not the fund.

Remark: Please study fund features, performance, and risk before investing. Past performance is not an indicative of future performance.
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Disclaimer

1.

Krungsri Asset Management Co., Ltd. (“The Management Company”) believes the information contained in this document is accurate at the time of
publication but does not provide any warranty of its accuracy. Similarly, any opinions or estimates included herein constitute a judgment as of the time of
publication. All information, opinions and estimates are subject to change without notice.

. Krungsri Cyber Security Fund (“The fund”) invest in the master fund named Allianz Global Investors Fund - Allianz Cyber Security, Class RT (USD) (The

master fund), on average in an accounting year, of not less than 80% of fund’s NAV. The master fund invests in the global equity markets with a focus on
companies whose business should benefit from or is currently related to the "cyber security" theme. Cyber security includes everything from computer
security and disaster recovery to end user training.

. The Fund will enter into a forward contract to fully hedge against the exchange rate risk, in which case, it may incur costs for risk hedging transaction and

the increased costs may reduce overall return.

This mutual fund concentrates its investment in Information Software industry. Therefore, the investors may incur a substantial loss of investment.

The Fund may invest in non-investment grade or unrated securities in aggregate not exceeding 20% of NAV. Besides, the Fund may invest in unlisted
securities and structured notes in accordance with the rules as specified by the SEC Office. Therefore, investors are subject to higher risk of not receiving
their principal and interest payments that are due to them.

The Fund and/or the Master Fund may invest in forward contract to enhance efficiency portfolio management and structured note. This means the Fund
may contain higher risks than other funds which invest directly in underlying assets. Therefore, it may have gain/loss higher than investing directly in
underlying assets.

Before remitting in money, please carefully study fund features, performance, and risk. Past performance is not a guarantee of future results.

For more details or to request for the Fund Prospectus, please contact:

M

Krungsri Asset Management Co., Ltd.
1st-2nd Zone A, 12t Floor, 18t Floor, Ploenchit Tower 898, Ploenchit Road, Lumpini, Pathumwan, Bangkok 10330
Tel: 02-657-5757 | E-mail: krungsriasset.mktg@krungsri.com | Website: www.krungsriasset.com
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